
 

 

Information Technology Resources Usage Policy 
 

1. Introduction 

 
This document formalizes the policy for students, faculty, staff (both part‐time and full‐time) and all other 

authorized individuals (“Users”) at North Shore Community College (“NSCC” or “the College”) on the use of NSCC 



 

including but not limited to soliciting the purchase, sale, rental or lease of private personal property, goods, 
services or real estate; 

¶ Disregard of copyright, intellectual property and/or proprietary restrictions; 

¶ Misrepresentation or unauthorized use of another's work; 

¶ To access or share sexually explicit, obscene, or child pornography materials or communications 
¶ Utilizing material or communication which constitutes discrimination, including but not limited to sexual 

harassment Intentionally hindering others' ability to utilize any networks accessed from NSCC; 

¶ Unauthorized use of the name or logo(s) or graphical representation of NSCC without the express permission of 
the College 

¶ Intentionally seek information about, obtain copies of, or modify files, data or passwords belonging to another 
person unless specifically authorized by the college; 

¶ Share your username and / or password with any other person unless authorized to do so; 

¶ Use another person’s account or identify themselves inaccurately; 

¶ Use computing resources for personal profit, gambling, and/or unapproved solicitations. 
 

Use which violates the College’s policies and procedures, including but not limited to the “Student Code of 
Conduct,” “Policy on Affirmative Action, Equal Opportunity & Diversity,” and “Copyright and Intellectual 
Property Policy. 

 
5. No Expectation of Privacy 

 
NSCC information technology resources are the property of the College and/ or the Commonwealth of 

Massachusetts and are to be used in conformance with this policy. When reasonable and in pursuit of legitimate 
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All college‐owned computers are deployed with anti‐virus software approved by the Information Systems 
department. Users should exercise reasonable precautions in order to prevent the introduction of a computer virus 
into the local area or wide area networks by: 

 
¶ Ensuring virus scanning software is used at all times and, specifically, to scan storage media used to transport 

data such as floppy diskettes, CDs, flash drives, etc. 

¶ Scanning computer hard drives periodically to see if they have been infected. 
¶ Contact the Information Systems Help 


